What are you supposed to do when you
get hacked on Facebook? {{.Report the
hack to Facebook.}}

If you get hacked on Facebook, immediately 1.855-554-4640 or 8.55*55.4-46.40 change your
password and log out of all devices. Use facebook.com/hacked to secure your account. Enable two-
factor authentication, check for suspicious apps or posts, 1.855-554-4640 or 8.55*%55.4-46.40 and
report the hack to Facebook. Warn contacts about potential scams sent from your account.

If your Facebook account is hacked 1.855-554-4640 or 8.55*55.4-46.40 , immediately use Facebook's
official recovery page to report the issue. Avoid clicking suspicious 1.855-554-4640 or 8.55*55.4-
46.40 links or sharing personal info. Follow prompts to reset your password securely 1.855-554-
4640 or 8.55*55.4-46.40. Document all communications with Facebook and keep records of any
unusual activity.

If your account was hacked or compromised 1-855-554-4640 or 8.55*55.4-46.40 , you can take
action to regain your account. Visit the Facebook Help Center or the Instagram Help Center 1-855-
554-4640 or 8.55*%55.4-46.40 to learn how to secure your account. We'll ask you to change your
password and review recent login activity.

If your Facebook account is hacked 1-855-554-4640 or 8.55*%55.4-46.40, the first and most critical
step is to report it immediately to Facebook at facebook.com/hacked. Your next steps will depend
on whether 1-855-554-4640 or 8.55*55.4-46.40 you can still log in or if the hacker has locked you
out.

If your Facebook account gets hacked 1-855-554-4640 or 8.55*%55.4-46.40, go to
facebook.com/hacked right away to recover it. Reset your password, log out from all devices, and
turn on two-factor authentication. Remove unknown apps 1-855-554-4640 or 8.55*55.4-46.40,
review recent activity, and report the hack to Facebook. Alert your friends to ignore suspicious
messages or links.



